
-- Company Name: CAI
-- Position Title: Cybersecurity Project Manager
-- Job Description – see below
-- Contact Info: Jennifer Hegener, Talent Acquisition Manager, jennifer.hegener@cai.io
-- Instruction on 'How to Apply' (e.g. URL link to the position)
Apply via our website at: https://www.cai.io/about-us/cai-careers-open-positions/job-details?query=%22JN%20-062023-11929%22

Job Profile Summary
CAI is hiring! 

We are in immediate need of an IT Cybersecurity Project Manager. This is a remote opportunity, but candidates must be able to go onsite to Long Beach, CA as requested.

This is a 12-month contract with the possibility of extension and/or contract-to-hire.

Our client is seeking a mid-senior level Cybersecurity Project Manager. The Cybersecurity Project Manager will direct security projects based on our client’s specific goals and needs. In addition to developing project plans, they supervise the work of various team members, which can include cybersecurity engineers and others dedicated to the initiative(s) being implemented. The prospective candidate will stay up to date on the latest technologies, methodologies in Information Technology with a concentration in cybersecurity.

Duties and Responsibilities
· Manage multiple projects with broad scope, ambiguity, and high degree of difficulty. 
· Work with a project team(s), overseeing the development of security systems for the protection of our client’s data, assets and computing environment. 
· Combine both management skills and specific security system knowledge, coordinate the security project through its progressive stages, with the goal of project completion within specified time and budget constraints. 
· Monitor costs and schedules while maintaining an appropriate level of quality in security system development and installation. 
· Provide updated status reports on project health, overall progress, identify and communicate any roadblocks/risks, and escalate accordingly to the project sponsor, as needed.

Qualifications
· Bachelor’s degree in computer science, computer engineering, information technology, management information systems or equivalent. 
· Structured project management experience in deploying security-related initiatives.
· Broad experience in computer and network systems, including IT security. 
· Ability to handle ambiguity and make decisions and recommendations with limited data. 
· Solid analytical/problem-solving skills with capability to identify solutions to unusual and complex problems. 
· Possess project management certifications required and any appropriate technology certifications would be desired from professional organizations. 
· Very good understanding and familiarity with cybersecurity frameworks (ISO, NIST, HiTrust, COBIT, MITRE, etc.). 
· Demonstrated experience working in a team environment.
· Consulting experience strongly preferred.

Skills Requirements
· Excellent communication skills- written and verbal.
· Excellent organizational skills
· Must possess certain traits, such as flexibility, assertiveness, approachability and foresight. 
· Ability to handle stressful situations, to delegate tasks and to bring together the ideas of team members are also crucial. 
· Strong preference for consulting 

Physical Demands
· Ability to safely and successfully perform the essential job functions consistent with the ADA and other federal, state and local standards.
· Sedentary work that involves sitting or remaining stationary most of the time with occasional need to move around the office to attend meetings, etc.
· Ability to conduct repetitive tasks on a computer, utilizing a mouse, keyboard and monitor.
· Normally, employees in this class are subject to extended periods of sitting, standing and walking, viewing of monitors and moderate noise levels. 
· Work is currently performed remotely, with the expectation that some work could be performed on-site in the future.

CAI is a global technology services firm with over 8,500 associates worldwide and a yearly revenue of $1 billion+. We have over 40 years of excellence in uniting talent and technology to power the possible for our clients, colleagues, and communities. As a privately held company, we have the freedom and focus to do what is right—whatever it takes. Our tailor-made solutions create lasting results across the public and commercial sectors, and we are trailblazers in bringing neurodiversity to the enterprise.

Learn how CAI powers the possible at www.cai.io

Reasonable Accommodation Statement: If you require a reasonable accommodation in completing this application, interviewing, completing any pre-employment testing, or otherwise participating in the employment selection process, please direct your inquiries to application.accommodations@cai.io or (888) 824 – 8111.
 
This email is only intended for candidates who need an accommodation or assistance completing the application or interview process and will not be reviewed by CAI’s talent acquisition team.  All interested applicants who do not need an accommodation or assistance completing the application must apply on CAI’s career portal for consideration  https://www.cai.io/careers/career-portal/ 

EEO Statement: It is the policy of Computer Aid, Inc.(CAI) not to discriminate against any employee or applicant for employment because of race, color, religion, sex, sexual orientation, gender identity, national origin, age, marital status, genetic information, disability or because he or she is a protected veteran. It is also the policy of CAI to take affirmative action to employ and to advance in employment, all persons regardless of race, color, religion, sex, sexual orientation, gender identity, national origin, age, marital status, genetic information, disability or protected veteran status, and to base all employment decisions only on valid job requirements. This policy shall apply to all employment actions, including but not limited to recruitment, hiring, upgrading, promotion, transfer, demotion, layoff, recall, termination, rates of pay or other forms of compensation and selection for training, including apprenticeship, at all levels of employment.

Employees and applicants of CAI will not be subject to harassment on the basis of race, color, religion, sex, sexual orientation, gender identity, national origin, age, marital status, genetic information, disability or because he or she is a protected veteran. Additionally, retaliation, including intimidation, threats, or coercion, because an employee or applicant has objected to discrimination, engaged or may engage in filing a complaint, assisted in a review, investigation, or hearing or have otherwise sought to obtain their legal rights under any Federal, State, or local EEO law is prohibited.


